
From: Scholl, Matthew (Fed)
To: Rhee, Sokwoo (Fed); Delak, Katya M. (Fed)
Cc: Sedgewick, Adam (Fed)
Subject: Re: Background for Korea Trade Mission
Date: Friday, April 22, 2016 9:11:26 AM

Adam has more data on Korea specifically but;

In reference to cybersecurity, the US and Korea: (My pitch)

NIST works with NSRI in Korea and hosts guest researchers at NIST from NSRI in cooperation areas of 
cryptographic testing, test tools and test metrics.
We would like to coordinate with KAT in the US Cybersecurity Framework and is interested in other areas of 
cloud computing, IOT and mobile security.
Moving forward in the future we would like to coordinate with Korea in development of new encryption 
technologies for Quantum Resistant Encryption.

From: "Rhee, Sokwoo (Fed)" <sokwoo.rhee@nist.gov>
Date: Thursday, April 21, 2016 at 1:00 PM
To: "Delak, Katya (Fed)" <katya.delak@nist.gov>
Cc: "Scholl, Matthew (Fed)" <matthew.scholl@nist.gov>, Adam Sedgewick 
<adam.sedgewick@nist.gov>
Subject: RE: Background for Korea Trade Mission

Katya – Your GCTC talking points are still good. No additional information since then.
 
Thanks.
 
Sokwoo
 
From: Delak, Katya (Fed) 
Sent: Thursday, April 21, 2016 10:58 AM
To: Rhee, Sokwoo (Fed); Sedgewick, Adam (Fed)
Cc: Scholl, Matthew (Fed)
Subject: Background for Korea Trade Mission
 
Dear Sokwoo and Adam (with Matt in copy if Adam is travelling),
 
ITA has asked me to provide briefing information for A/S Jadotte for the Korea trade mission.  I have 
the enclosed talking points from Willie’s trip to Korea that I had planned to work off of.  Please let 
me know if you have additional information to provide.
 
Two other points:

(1)   Our messages last time were for MSIP.  The additional audience now is MOTIE – Ministry of 
Trade, Industry and Energy.  Are there any new messages or changes to these that should be 
noted for MOTIE?  Keep in mind that MOTIE is perhaps a better link for both GCTC and 
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Cybersecurity Framework linkages, because of its trade and industry connections.
(2)   Specific to cybersecurity: Is there an interest in engaging with KATS on Korea’s Enterprise 

Risk Management Framework?  The Foreign Commercial Service states: [Their ERM 
framework is for] cyber security, protection of financial and corporate information. If A/S 
and Advisor Sedgewick want to discuss about Korea’s ERM framework, KATS’s Electrics & 
Electronics Standards Division is the POC.

 
Note we have been pressured by KATS for an MOU for some time, largely through SCO, though there 
is a long history here and our preference is to defer.  If you do decide it’s worth talking to KATS, 
please allow me to provide you with some info on the history.
 
Please keep in mind that not only is A/S Jadotte meeting with MSIP, and MOTIE, but also the Blue 
House Cybersecurity Team.
 
Thanks for your help.
 
Katya
 
Katya Delak, Ph.D.
National Institute of Standards and Technology
International and Academic Affairs Office
Telephone: +1 301 975 2520
Fax: +1 301 975 3530
katya.delak@nist.gov
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